SECURE WI-FI PRODUCT ANNEX

The following terms and conditions in this Secure Wi-Fi Product Annex (“Secure Wi-Fi Annex”), together with the applicable Sprint service Agreement ("Agreement"), govern Sprint's provision and Customer’s use of the Secure Wi-Fi Service (“Secure Wi-Fi”). Terms not otherwise defined in this Secure Wi-Fi Annex will have the meanings set forth in the Agreement.

1. Description. Secure Wi-Fi is a Smart VPN Application (the “Secure Wi-Fi Application”) that helps protect users while they are using Wi-Fi. Once enabled, the Secure Wi-Fi Application automatically turns on when a user joins an unsecured Wi-Fi network and turns off when the user returns to the cellular network or otherwise disconnects from the unsecured Wi-Fi network. Additionally, the user may opt in to utilize the Secure Wi-Fi Application when engaging a password-protected Wi-Fi network. Secure Wi-Fi may detect if a Customer VPN has been invoked by the user, in which case Secure Wi-Fi will not activate as a mobile device will only support one active VPN. Secure Wi-Fi will only encrypt Wi-Fi traffic that isn’t encrypted (http) and it will do so through geographically distributed, cloud-based servers. Secure Wi-Fi helps to protect against malicious users and content seeking to misuse private data transmitted over a Wi-Fi hotspot, but Sprint does not guarantee complete security for Customer data because vulnerabilities may still exist and could be exploited. The Secure Wi-Fi product and plan features may change in Sprint’s sole discretion.

2. Terms and Conditions.

2.1. In addition to these Terms and Conditions, your use of Secure Wi-Fi is governed by your Sprint Service Agreement or, if you do not have a Sprint Service Agreement, Sprint’s standard terms and conditions including any applicable product-specific terms, in each case available at https://business.sprint.com/terms-and-conditions. Customer’s use of the Secure Wi-Fi Application is subject to Customer’s acceptance of the Secure Wi-Fi End User License Agreement available at http://static.sprintsecurewifi.com/Customer/Sprint/HTML/sswf_privacy_and_terms.html as may be amended from time to time.

2.2. Sprint provides Secure Wi-Fi on an “as-is” basis with no warranties and makes no representations of any kind, express or implied, with respect to the Secure Wi-Fi service. Sprint grants you a limited, revocable, non-exclusive, non-transferable license to use Secure Wi-Fi for your own individual use. You may not sell, resell, transfer, copy, translate, publish, create derivative works of, make any commercial use of, modify, reverse engineer, decompile, or disassemble the software. This license may be revoked at any time.

2.3. Use of Secure Wi-Fi may result in additional data charges. Secure Wi-Fi will transmit information primarily via a Wi-Fi connection but may default to a cellular connection when Wi-Fi is unavailable for a period of time. If Secure Wi-Fi does engage your device’s wireless data connection, additional data usage charges may be generated, as detailed in your Service Agreement.

3. Pricing. Secure Wi-Fi may be added for an additional MRC. Secure Wi-Fi requires an eligible Sprint Business Plan.

4. Customer Service. If Customer experiences any service problems and requires assistance, Customer may submit a technical request form to support@sprintsecurewifi.com with a clear description of the technical difficulty.